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Functional Locking Modules for Design Protection of Intellectual Property Cores
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Experimental Results

Two reference designs:
- Ethernet controller
- Plasma CPU

Two target FPGAs:
- Xilinx Spartan 3
- Altera Cyclone III

Two P&R strategies:
- area-optimized
- speed-optimized

Conclusion:
- Several common features can be identified on a SoC,
- These features can be used to efficiently lock the SoC,
- Associated with a strong authentication protocol, they are a powerful protection scheme.

To do:
- Measure locking efficiency
- Implement a lightweight authentication scheme
- Integrate the system into real-life designs
- Evaluate resilience to side-channel attacks